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1
Decision/action requested

New solution for 33.819
2
References

33.819
3
Rationale

Solution on authentication to a PNiNPN is provided. It is argued that the slice authentication solution of 33.501 can be used.
4
Detailed proposal

************START OF CHANGES


*************CHANGE 2
6.X
Solution #X on authentication to a public network integrated NPN
6.X.3
Introduction

This solution addresses key issue #5.X. It is assumed that the UE is registered and authenticated at the PLMN.

6.X.2
Solution details

The existing network slicing functionalities apply as described in clause 5.15. of 23.501 with a network slice identified by NSSAI. In addition or as an alternative, the CAG identity can be used to identify the PNiNPN.

The security solution for secondary authentication for a UE to a dedicated DNN shall be used for authentication to a NPN made available via PLMNs. 

6.X.3
Evaluation
The solution is a straight forward reference to the existing 33.501 security solution for secondary authentication to an external DN.

************END OF CHANGES

